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[Preliminary notes:
· This document is a translation of the original German patient informed consent template for OSSE registries based on German data protection laws and other regulations as well as published guidelines on the topic. When using this template, please be aware that you must identify and take into account the legal and regulatory requirements applying to your particular context.
· Before using this template, please first read the separate “Template for the Development of a Patient Informed Consent Form for an OSSE Registry – Usage Notes”. This document also contains the annexes mentioned here. The document is available for download at http://osse-register.de.]

Patient Informed Consent (Adults) to the Participation in OSSE Registry for Rare Disease X [please specify the full name of the registry project here] (consisting of three parts)
Patient Information (Adults)
– Part 1 of 3 –
Dear patient,
You have been diagnosed with rare disease x.
We would like to ask you to agree to participate in the above registry project. Following is some further information. Please read the entire patient informed consent form carefully. Your doctor will also talk to you about the registry project directly. Please ask him if you need clarification or have any further questions.

1. Introducing the Registry Project
[The following section constitutes an exemplary, incomplete suggestion for phrasing and has to be adapted, extended, and specified. Source: E-IMD, slightly modified; see annex to the “Template for the Development of a Patient Informed Consent Form for an OSSE Registry – Usage Notes.”]
In the context of our registry project name of the OSSE registry for rare disease x, we would like to examine persons with name of the rare disease x. To this end, we will collect data on your course of disease, your treatment, changes in lab values to be measured in blood and urine, and results of technical as well as developmental tests [please add further items as necessary and/or delete as appropriate].
The data are collected in a patient registry. Your contact data will be stored separately from your medical data.
The registry is run by name of the registry operator [indicate name and institution]. [In case data are supposed to be collected transnationally or several locations within one country are forming a research network, this should also be mentioned here briefly. The second part of the patient informed consent document will then specify who is participating in the registry.]
[If other participants apart from the registry operator (e.g. sponsors) have an influence on the design of the registry project, these have to be named here as well.]
All consenting patients nationally/Europe-wide/worldwide [please delete as appropriate or adjust to the actual context] will participate in this registry project.

2. Goals of Our Registry Project
[The goal of the registry project has to be described in the patient information as precisely as possible in a language intelligible to a general audience, since this also defines the purpose of data collection as well as the kind and scope of the data collected.]
[The goals listed here are only placeholders and have to be adjusted. Source: E-IMD, slightly modified; see annex to the usage notes]
· Gaining a better understanding of the course of the disease
· Determining the incidence of certain organ problems (e.g. brain, liver, kidneys, heart)
· Comparing diagnosis of and care for affected patients across Europe
· Determining the disease’s influence on quality of life of patients and their families
· Compiling information material for patients, families, and relevant professionals
· Improving therapeutic options

3. Potential Risks
[The following section constitutes a suggestion for wording that has to be adjusted to the actual context. Source: E-IMD, slightly modified; see annex]
The registry project is based on routine examinations usually carried out during outpatient visits or inpatient stays. This means that no additional examinations and sample taking are necessary and you will not incur any extra costs.

4. Your Potential Benefit of Participating in the Study
[The following section constitutes a suggestion for wording that has to be adjusted to the actual context. Source: E-IMD, slightly modified; see annex to the usage notes]
Your disease will not be affected by this registry project. You will not gain any personal advantage by participating in it. However, a better understanding of the disease can form the basis for improved therapy, which you too might benefit from as well in the future. Furthermore, you will benefit from the information material for patients and parents compiled in the context of the registry project.

5. Data Protection
[Please ensure that the conditions mentioned in the following pre-formulated section are fulfilled. Source: E-IMD, slightly modified; see annex to the usage notes]
This registry project adheres to medical confidentiality and data protection rules. For further information, please refer to part 2 of this document, “Information on Data Processing and Data Protection.”
The registry project was reviewed and approved by the ethics committee in charge.
[Please ensure that the conditions mentioned in the previous paragraph are fulfilled. Source: E-IMD, slightly modified; see annex. FURTHER HINTS: If there is more than one participating institution, each of them must obtain approval by the respective ethics committee in charge. This is usually done by the project manager or the physician in charge on-site. If several countries are participating in the registry project, the procedure may differ significantly from country to country.]

6. Voluntary Participation
[Please ensure that the conditions mentioned in the following pre-formulated section are fulfilled. Source: E-IMD, slightly modified; see annex to the usage notes]
Consent to the participation in this registry project is voluntary. You can withdraw it at any time even without providing reasons and at no disadvantage to you. For further information, please refer to part 2 of this document, “Information on Data Processing and Data Protection.” If you would like to change your decision at a later time, please contact your doctor in charge.

7. Contact Point
If you have any further questions on the registry project, please contact the doctor in charge:
[Please enter the name of the registry management/the physician in charge here, including street address, phone and fax number, and e-mail address. It is important that a person in charge is mentioned by name. In case there is a central contact point (e.g. in registry projects with several locations), it can also be listed here.]

[Please insert logo of the institution running the registry here]
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Information on Data Processing and Data Protection (Adults)
– Part 2 of 3 –
[The header structure in part 2 of 3 is predominantly based on that of E-IMD; this is not specifically indicated separately in each section.]
Following is further information on data processing and data protection in the context of the OSSE registry for rare disease x. [Substitute placeholder with name of registry]

1. Which Data Are Collected and Where Are They Stored?
a) Identity data: identifying data (IDAT) such as name, date of birth, sex, or place of residence are collected; however, they are not stored in the registry itself but separately (see section 5). The identifying data are replaced by secure aliases (pseudonyms) created automatically so that your identity cannot be traced. Apart from the persons mentioned in section 4 (pseudonymization), no registry user is able to correlate your identity data with your other stored data.
b) Registry data: The registry collects various medical data (MDAT) concerning the disease and its course. For further information, please refer to the “Patient Information” (part 1 of 3 of this document). [Section 1 of the patient information (“Introducing the Registry Project”) should contain specifications on the kind of collected data)]
c) Data on biomaterial samples: The registry also stores data on the existence of biomaterial samples. They contain:
· a number by which inquiries to the sample source/biobank [delete as appropriate] can be made
· information on the sample (e.g. sample type, time of collection, amount)
[Please delete/adjust as appropriate! You could perhaps also describe which biomaterial samples are relevant to the registry.]

2. How Are Data Collected into the Registry?
[There are several ways in which data can be collected into the registry. Please delete as appropriate. It is possible to use both options, though.]
 Your medical data are entered into the registry system by [enter the functional title of the staff group in charge of the documentation here].
The registry data are imported into the registry from an existing data processing system. [If necessary, specify and explain the type of documentation or medical information system.]
[Please keep the following sentence only if both options are used.] OSSE registry for rare disease x uses both ways of data collection described here.
Regardless of the way in which data are collected into the registry, they are always pseudonymized. Please see below for an explanation of what this means.

3. Who Is Involved in the Processing of My Data? Where are My Data Stored? Who Is in Charge of My Data?
[Please answer all three questions given in the header based on the actual context. If more than one location is participating in the registry, you should clarify which location actually gets in touch with the patient data and to what extent. If there is a head office for the registry to which e.g. several locations are transmitting data, this has to be mentioned. It should also become clear which server stores the data and who is responsible for the data processing.
The following is exemplary and has to be adjusted to the actual context. Source: E-IMD, slightly modified; see annex to the usage notes]
XY University Hospital is running the registry system and hence responsible for the processing of the data. The data are stored there on a secure server.
Further participating centers are: [please name the respective hospitals if applicable]
At your local hospital [please name the respective hospital, e.g. in parentheses], your treating doctor and his team are supporting the project. They will inform you about the project and ask you for your consent to participating in it as well as to transmitting the necessary medical data via a secure internet connection to XY University Hospital [insert here again the name of the hospital running the registry system], where the data are stored.

4. What Does Pseudonymization Mean and How Does it Work?
Through pseudonymization, identifying data such as name, date of birth, sex or place of residency are substituted by a so-called pseudonym. The pseudonym is a secure alias created by way of a complicated procedure. This happens automatically when patient data are entered into the registry database of the OSSE registry for rare disease x for the first time. Pseudonymization shall preclude the identification of the patient by registry users.
Combining identifying and medical data is only possible in justified cases upon approval by XXX [insert here which body grants the approval] for a few people who know the key (security code). This could make sense for instance if an important finding concerning a patient should be reported to a treating doctor.
[You should now specify precisely who these people are. The following sentence is exemplary and has to be adjusted to the actual context. Please note: specifying a particular name might render the patient informed consent void when this person stops working for the registry. On the other hand, the ethics committee might insist on the specification of particular names. This always depends on the individual context.]
Only your treating doctor and, if necessary, representatives authorized by him are able to correlate a pseudonym.

5. Where Are My Identifying Data Stored? (Identity Managament)
Identity data are stored separately from medical data.
[There are three different options for an OSSE registry. Please delete the options below as appropriate. The three versions differ as to where the identity management for the pseudonymization is located and who is running it. The following versions are possible:
Version 1: Identity management is operated centrally for all registries for rare disease x (so that, in research projects involving other registries, identical patients can be recognized in different registries)
Version 2: OSSE registry for rare disease x shall run its own identity management.
Version 3: No identity management component is used. The OSSE registry is configured in a way that it issues internal patient identifiers (PID) that can be linked to the identifying patient data only at the place of treatment and only manually.]

[#Beginning version 1, as described above]
Identity data are stored in a central identity management system operated by [specify the institution operating the identity management centrally in trust for all registries for rare disease x here] jointly for all of the following registries [please insert all registries for rare disease x here].
[#End version 1]
[#Beginning version 2, as described above]
Identity data are stored in the identity management of OSSE registry for rare disease X. This identity management is operated by [specify the institution operating the identity management in trust for this particular registry here].
[#End version 2]
[The following section, “Note,” applies only to versions 1 and 2; otherwise please delete]
Note: On rare occasions, the identity management administrator may have to manually merge duplicates (e.g. if one patient is registered in several locations as if he were two individuals) or to separate data sets merged by mistake. This may require comparing data sets and, if necessary, requesting additional information from the centers for clarification, since he himself does not have direct access to medical data.
[#Beginning version 3, as described above]
The registry system stores your medical data under a number issued by the system. At the place of treatment, your treating doctor or, if necessary, a representative authorized by him keeps a list outside of the registry in which this number is linked to your identity data. [Please also describe here in simple terms the way in which this process is organized and how the list is protected against unauthorized access.]
Identity data can be accessed by the administrators of the IT infrastructure used. This only happens if it is imperative for them in completing their tasks and is documented.

6. Who Can See and Use My Medical Data?
· Yourself
If you wish, you can access all your stored data by contacting the doctor who informed you about the registry. He will also be happy to explain the data to you if required.
· Your treating doctor and his team at your hospital [Please adjust the information to the actual context.]
· XXX IMPORTANT PLACEHOLDER XXX [If there are further places in which the registry data can be accessed and used, this has to be mentioned here. These could e.g. be a sponsor or a government agency.
You should also specify all future uses of the data identifiable at this point (e.g. data comparisons between European member states or similar), phrased in a way that is as concrete as possible and yet remains exemplary. You should avoid providing a conclusive list in order not to restrict the registry use too much. This is a balancing act, since you will naturally have to adhere to data protection provisions, which will surely be concerned with defining the data use as clearly as possible. In case you would like to include questions that are not known at the time of the patient information, this has to be reflected e.g. in a staged informed consent form (see part 3 of this document), or you will have to point the patient to the registry project’s open character.]
[HINT: If you are planning to inform the GP or another physician about the patient’s participation in the registry, you will have to specify this separately. Since data transmission to third parties constitutes a further interference with the patient’s informational right to self-determination, this should be mentioned in the informed consent as well. This is extremely important, since the doctor knows the patient and will therefore be able to correlate MDAT and IDAT.]
[Following are a few suggestions for phrasing different options for data use generally possible and already included as features in registries based on the OSSE software.]
· Participants in the “XY” research network [Please enter the correct name; this refers to all centers/locations of the OSSE registry for rare disease x reporting to the registry.]
Registry data are exported for research purposes. The exported data sets receive a new pseudonym that cannot be linked to its identity data anymore.
· In individual cases: scientists (only upon request and after assessment by the registry board [if the assessment is done by a different body, please specify it here] of the OSSE registry for rare disease x)
If scientists inquire with the OSSE registry for rare disease x about cases suitable for a research project, the registry board [please substitute this with the name of the correct body if necessary] decides after a case-by-case assessment whether data may be exported and transmitted. In this case the exported data receive different pseudonyms that cannot be linked with any person anymore.
· Second opinion [please delete if this is not intended]
Furthermore, individual data sets (or parts of them) for a specific person can be released in particular cases in a strictly defined scope. XY [please name the person(s) or, if applicable, the registry board authorized to perform such releases] is authorized to release the data. The data are released only temporarily.
· Administrators
The data stored in OSSE registry for rare disease x can be viewed by the administrators of the IT infrastructure used. This only happens if required for the fulfillment of their tasks and is documented.
All these persons are bound by medical confidentiality and are obligated to treat data confidentially. Publications always happen in an anonymized way.
[The registry operator must ensure that the persons mentioned here are actually bound to confidentiality and to the confidential use of the data.]
[Further hints: The patient should generally consent to the exchange or merging of (pseudonymized) data for research projects. In doing so, it is important to him for which purpose, to which group of people, and in which way data are handed over (and who decides about it) if he gives his quasi-blank consent. If necessary, this may also require obtaining explicit consents (e.g. in the form of a staged consent form; see part 3 of this document) if the patient does not want to provide his blank consent. Please also keep in mind that even the use of temporary non-traceable export pseudonyms bears the risk that persons familiar with the particular case will recognize the patient based on his medical data (particularly in rare diseases).]

7. How Can I Be Sure that Unauthorized Persons Do Not Get Access to My Personal Data While They Are Sent via the Internet or Stored?
[Please ensure that the conditions mentioned in the following pre-formulated section are fulfilled.]
If data are sent via the internet, this happens through a secure connection (https). The keys and certificates used for this purpose are conforming to the currently accepted standards. [For the current standards, please refer to your country’s National Office for Internet Security or other government body in charge. The German Federal Office for Internet Security provides information on the issue in English in their “Basic IT Protection Catalogue”: https://gsb.download.bva.bund.de/BSI/ITGSKEN/IT-GSK-13-EL-en-all_v940.pdf ] This means that nobody except the sender [insert sender here; e.g. study site] and the receiver [insert receiver here; e.g. coordinating center] has access to readable data. The server hosting the registry database is protected by way of a professional security concept which, among other features, includes a so-called “firewall.” In any case, both the data transmission and the central database do not contain identifying data but only the pseudonym (see section 4).

8. What Happens with the Data If I Cancel My Participation in the Registry?
Consent to the participation in this registry project is voluntary. You can withdraw it at any time even without providing reasons and at no disadvantage to you. To do so, you need to direct your withdrawal to the registry management in writing. You can find their contact information in part 1, section 7 (“Contact Point”) of this document.
You can decide what should happen to your data:
· Your existing data remain in the registry unchanged so that they can be evaluated further.
· The link to your person by a pseudonym is erased. Only anonymized data remain.[footnoteRef:2] [2:  During anonymization, the patient’s identifying data and any link between them and the data in the registry are erased. In rare diseases, due to low case numbers, there is nevertheless always a risk that doctors familiar with a particular case are able to recognize the person based on individual medical data.] 

· All your data are erased completely. Data that have already been used in a published study are exempt from deletion. Those data are then especially secured and access to them is blocked.

9. How Long Will My Data Be Stored?
Until further notice, all data will be stored:
· until you withdraw your consent (see section 8) or
· up until 10 years after all registry activities have been terminated. [Please adjust this text to the actual context and make sure it complies with the legal regulations.]


Informed Consent (Adults) [The informed consent should fit onto one page after all hints are deleted! See also the Informed Consent Form of E-IMD, annex to the usage notes. The original consent form remains with the doctor; the patient receives a copy. The patient information and the information on data processing and data protection remain with the patient.]
– Part 3 of 3 –
I hereby consent to participating in the registry project OSSE registry for rare disease x. [substitute placeholder with name of registry]
I have received and read the written information (patient information as well as information on data processing and data protection). The original consent form will remain with the doctor; I will receive a copy for my records.
Additionally, I have been informed orally. All my questions have been answered. I have been informed about my data protection rights.
I know that participation in the registry project is voluntary. I also am aware that I can withdraw my consent at any time without providing reasons. This will not be to my disadvantage in my further medical treatment.
I consent to participating in the registry project.
Declaration concerning data protection: I consent that the data collected in the registry project as specified in the patient information (parts 1 and 2) may be collected, processed, and stored in pseudonymized form (i.e. without mentioning names) by name of the institution processing the data [substitute placeholder with the name of the institution, e.g. Frankfurt University Hospital] and may be released to third parties in pseudonymized or anonymized form. Third parties will not receive access to personal documents. [CAUTION: See part 2, section 6. If you are planning on informing the GP or another treating doctor about the patient’s participation in the registry, consent to this must be specifically documented in the informed consent form!] I do, however, consent to the release of my registry data to my general practitioner/other treating doctors. [Please remove this sentence if this is not intended.]
Findings resulting from the registry project will be published in an anonymized way.
[HINT: Staged consent – if the patient is supposed to be given choices about the use of his data, these should be listed and the patient should be able to mark/sign each of them “yes”/“no.” See example (ESID online database) in the annex to the usage notes]

Place and date:		

Patient’s first and last name:		

Patient’s date of birth:		

Patient’s signature:		

Name of informing doctor:		

Signature of informing doctor:		
